JOB PURPOSE: To identify and mitigate information security risks for IT Security Expert role, to priorize countermeasures, and ensure that RB Rail AS maintains secure infrastructure.

INHERENT RESPONSIBILITIES

- Acts as an internal advocate for security. Ensures that RB Rail AS provides a safe environment.
- Determines security violations and inefficiencies by conducting periodic audits and reviews.
- Acts proactively and advises IT department to prevent potential disaster situations by ensuring that proper protections are in place, such as intrusion detection and prevention systems, firewalls, and effective access control processes.
- Develops information security awareness training and education programs to present them to employees.
- Develops and drafts internal regulatory enactments – policies, regulation, plans, guidelines etc.
- Acts proactively and provides recommendations to improve security on an ongoing basis.
- Provides guidance on security matters to the direct manager and senior management.
- Creates a vision for IT security strategies, both short-term and long-term.
- Actively participates and provides input to brainstorming sessions.
- Chairs the IT Security Committee (ITSC) and coordinates the activities of ITSC so that security decisions are made and carried out in alignment with RB Rail AS strategic objectives.
- Oversees all ongoing activities related to the development, implementation, and maintenance of the security architecture.
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